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THE INTERNET AND WORLD WIDE WEB:  E-COMMERCE INFRASTRUCTURE
A computer is a programmable machine that receives input, stores and manipulates data, and provides output in a useful format(information).

 MEMORY : Enables a computer to store, at least temporarily, data and programs.

MASS STORAGE DEVICE : Allows a computer to permanently retain large amounts of data. Common mass storage devices include disk drives .
INPUT DEVICES : Usually a keyboard and mouse, the input device is the conduit through which data and instructions enter a computer.

 OUTPUT DEVICES:  A display screen, printer, or other device that lets you see what the computer has accomplished.

CENTRAL PROCESSING UNIT (CPU): The heart of the computer, this is the component that actually executes instructions.
 PROTOCOLS : The rules and encoding specifications for sending data. The protocols also determine whether the network uses a peer-to-peer or client/server architecture.

 MEDIA : Devices can be connected by twisted-pair wire, coaxial cables, or fiber optic cables. Some networks do without connecting media altogether, communicating instead via radio waves.

PERSONAL COMPUTER : A small, single-user computer based on a microprocessor. In addition to the microprocessor, a personal computer has a keyboard for entering data, a monitor for displaying information, and a storage device for saving data.
 WORKSTATION : A powerful, single-user computer. A workstation is like a personal computer, but it has a more powerful microprocessor and a higher-quality monitor.

MINICOMPUTER : A multi-user computer capable of supporting from 10 to hundreds of users simultaneously.

MAINFRAME : A powerful multi-user computer capable of supporting many hundreds or thousands of users simultaneously.

SUPERCOMPUTER : An extremely fast computer that can perform hundreds of millions of instructions per second.

HUBS 
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Every computer is directly connected with the hub.  When data packets arrives at hub, it broadcast them to all the LAN cards in a network and the destined recipient picks them and all other computers discard the data packets.  Hub has five, eight, sixteen and more ports and one port is known as uplink port, which is used to connect with the next hub.

When two or more computers try to send the data signals at the same time, a collision occurs and the process is known as Collision Detection..  In the data communications, a hub is a place for the convergence where data arrives from multiple directions and forward to the multiple directions. The most advanced form of the hub is the intelligent or smart hub that contains the management software which is used to troubleshoot the most common problems.

BRIDGES
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Bridges are the networking devices that divided up the network into different segments to reduce the amount of traffic on each network.  A bridge blocks and forwards the data packets based on their MAC(a Media Access Control address (MAC address) is a unique identifier assigned to most network adapters or network interface cards (NICs) by the manufacturer for identification) addressees.  Be blocking the unnecessary traffic to enter the other part of the network segments, it reduces the amount of traffic.  

SWITCHES
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A network switch is a LAN/WAN communication device. It joins the multiple computers together in the LAN and WAN.  In the LAN, the switches do not broadcast the data to all the connected computers like the hub.  A switch conserves the bandwidth and offers the grater performance than the hub.
ROUTERS
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A router is a networking device that is used to connect the two or more logically(wireless) and physically(wired) different networks.  On the internet, the routers plays the functions of sorting and distribution of the data packets based on the IP addresses of the destination router or computer.  A router is used to connect the two LANs, two WANs, and LAN with WAN and a LAN with the ISP network.
MODEMS
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A modem is a communication device that is used to provide the connectivity with the internet.  Modem works in two ways i.e. modulation and demodulation. It coverts the digital data into the analog and analog to digital

LAN CARDS
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LAN cards or network adapters are the building blocks of a computer network. No computer can communicate without a properly installed and configured LAN card. 
REPEATER
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A repeater is an electronic device that receives a signal and  retransmits it at a higher level and/or higher power, or onto the other side of an obstruction, so that the signal can cover longer distances.

WIRELESS REPEATER
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It's a device usually used to extend wireless coverage in wireless network by repeating the wireless signal generated by wireless router/access point. Some better repeaters also able to improve wireless transmission rate. This device is also referred as wireless range extender, booster or expander by some vendors. 
FIREWALL
In computer terms a firewall is a system (either hardware based or software based) that divide, actually isolate the two fields, one being the external world ie. the Internet, and the other, the internal world or computer or computer network.
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Firewalls use one or more of three methods to control traffic flowing in and out of the network: 
· Packet filtering - Packets (small chunks of data) are analyzed against a set of filters. Packets that make it through the filters are sent to the requesting system and all others are discarded. 
· Proxy service - Information from the Internet is retrieved by the firewall and then sent to the requesting system and vice versa. To speed up access to resources (using caching).
· Stateaful  inspection - A newer method that doesn't examine the contents of each packet but instead compares certain key parts of the packet to a database of trusted information. Information traveling from inside the firewall to the outside is monitored for specific defining characteristics, then incoming information is compared to these characteristics. If the comparison yields a reasonable match, the information is allowed through. Otherwise it is discarded. 
Controlling the packets of data that goes through a firewall, allows to block potential hackers to infiltrate your network and also to control in both directions the use of the internet connection.
Opening a number of ports in the firewall, we can allow information to go from the internet to our network (inbound traffic) or from our computer or network outside (outbound traffic).
NETWORK CABLES & Terminology:

Coaxial Cable - Cable consisting of a single copper conductor in the center surrounded by a plastic layer for insulation and a braided metal outer shield.

Fiber Optic Cable - A cable, consisting of a center glass core surrounded by layers of plastic, that transmits data using light rather than electricity. It has the ability to carry more information over much longer distances. 

Twisted Pair - Network cabling that consists of four pairs of wires that are manufactured with the wires twisted to certain specifications. Available in shielded and unshielded versions.

Terminator - A device that provides electrical resistance at the end of a transmission line. Its function is to absorb signals on the line, thereby keeping them from bouncing back and being received again by the network. 

Token - A special packet that contains data and acts as a messenger or carrier between each computer and device on a ring topology. Each computer must wait for the messenger to stop at its node before it can send data over the network. 

Token Ring - A network protocol developed by IBM in which computers access the network through token-passing.

Backbone - A cable to which multiple nodes or workstations are attached.

Connector - Standard connectors used to connect  coaxial/Fiber Optic / Twisted Pair  cables.
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DIRECTION OF DATA FLOW
Communication between two devices can be simplex, half-duplex, full -duplex. 

1. SIMPLEX
Data flows in only one direction on the data communication line (medium). Examples are Radio and Television broadcasts. 
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2. HALF-DUPLEX
· Data flows in both directions but only one direction at a time on the data communication line. Ex. Conversation on walkie-talkies is a half-duplex data flow. Each person takes turns talking. if both talk at once - nothing occurs! 
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3. FULL-DUPLEX
· Full-Duplex: Data flows in both directions simultaneously. Modems are configured to flow data in both
Directions. Example : Mobiles, Computer Networks
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COMPUTER NETWORKS
A network is a set of devices (Often referred to as nodes) connected by communication links . A node (device) can be a Computer, Printer, Switch , Router or any other device capable of sending or receiving data generated by other nodes on the Network. 











LAN - LOCAL AREA NETWORK

A LAN (Local Area Network) is a group of computers and network devices connected together, usually within the same building. Data rates are much higher with low error rates. LANs are designed to share resources between personal computers or work stations. LANs are distinguished by their Sizes, Transmission Media (by twisted-pair wire, coaxial cables, or fiber optic cables), Topology (Bus, star, Ring, mesh etc.)
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CAN - CAMPUS AREA NETWORK 
 
Networking spanning with multiple LANs but smaller than a Metropolitan area network, MAN.
            This kind of network mostly used  in relatively large universities or local business offices and buildings.
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PAN – PERSONAL AREA NETWORK

A personal area network - PAN - is a computer network organized around an individual person. Personal area networks typically involve a mobile computer, a cell phone and/or a handheld computing device such as a PDA. You can use these networks to transfer files including email and calendar appointments, digital photos and music. 

Personal area networks can be constructed with cables or wirelessly. USB/WI-FI( Ptcl,wi-tribe, ufone, warid, wateen.) , Broad Band (Ptcl, World Call, Wateen)  technologies often link together a wired PAN. While wireless PANs typically use Bluetooth or sometimes infrared connections. Bluetooth PANs are also called piconets. Personal area networks generally cover a range of less than 10 meters.
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WLAN - WIRELESS LOCAL AREA NETWORK
A WLAN, local area network based on wireless network technology mostly referred as Wi-Fi, Wi-Max. Unlike LAN, in   WLAN no wires are used, but radio signals are the medium for communication. Wireless network cards are required to be installed in the systems for accessing any wireless network around. Mostly wireless cards connect to wireless routers for communication among computers or accessing WAN, internet.
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MAN - METROPOLITAN-AREA NETWORK

MAN consists of a medium size geographical area. The scope of the MAN is always a city ,town or any two or three near by cities. Common example is Cable TV Network. A company can use a MAN to connect to all of its offices/branches throughout a city. 
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WAN - WIDE AREA NETWORK 

 A wide area network (WAN) is a computer network that covers a broad area (i.e., any network whose communications links cross metropolitan, regional, or national boundaries). This is in contrast with personal area networks (PANs), local area networks (LANs), campus area networks (CANs), or metropolitan area networks (MANs) which are usually limited to a room, building, campus or specific metropolitan area (e.g., a city) respectively.
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INTERNET

This is the world-wide network of computers accessible to anyone who knows their Internet Protocol (IP) address.  The IP address is a unique set of numbers (such as 207.46.222.30) that defines the computer's location. Most will have accessed a computer using a name such as http://www.hailey.tech.officelive.com. 
Before this named computer can be accessed, the name needs to be resolved (translated) into an IP address. To do this your browser (for example Netscape or Internet Explorer) will access a Domain Name Server (DNS) computer to lookup the name and return an IP address - or issue an error message to indicate that the name was not found. 
Once your browser has the IP address it can access the remote computer. The actual server (the computer that serves up the web pages) does not reside behind a firewall - if it did, it would be an Extranet. It may implement security at a directory level so that access is via a username and password, but otherwise all the information is accessible. 
INTRANET

This is a network that is not available to the world outside of the Intranet. If the Intranet network is connected to the Internet, the Intranet will reside behind a firewall and, if it allows access from the Internet, will be an Extranet. The firewall helps to control access between the Intranet and Internet to permit access to the Intranet only to people who are members of the same company or organization. 
EXTRANET

An Extranet is actually an Intranet that is partially accessible to authorized outsiders. The actual server (the computer that serves up the web pages) will reside behind a firewall. The firewall helps to control access between the Intranet and Internet permitting access to the Intranet only to people who are suitably authorized. The level of access can be set to different levels for individuals or groups of outside users. The access can be based on a username and password or an IP address (a unique set of numbers such as 209.33.27.100 that defines the computer that the user is on).
[image: image13.png]Gorporate
Intranen

Cornorale

I

Extrangl

WEB
BROWSER

Private Intranet

Authorized Access to Intranet

FIGURE 15.3 Intranet/Extranet




PHYSICAL TOPOLOGY
Topology refers to the physical or logical arrangement of a network. A network topology is how computers, printers, and other devices are connected over a network. For example, devices can be arranged in a ring or in a straight line (bus topology) or Mesh or Star.
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· MESH TOPOLOGY
In a mesh topology, every device has a dedicated point to point link to every other device. 
To connect n devices, we require  n(n-1)/2 physical links .Example: (5 Pc’s) 5(5-1)/2=10 wires .

Advantage & Disadvantages 

· The use dedicated links guarantees that each connection can carry its own data load. It provides privacy and security. The mesh topology is robust.
· The main disadvantage is related to the amount of cabling and the number of Input/output ports required (For example a pc required more than one Lan Card (Ethernet Card)). 
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· STAR TOPOLOGY
In a star topology, each device has a dedicated point to point link only to a central controller. A star topology is designed with each node (file server, workstations, and peripherals) connected directly to a central network hub or switch. Data on a star network passes through the hub or switch before continuing to its destination. The hub or switch manages and controls all functions of the network. It also acts as a repeater for the data flow. This configuration is common with twisted pair cable; however, it can also be used with coaxial cable or fiber optic cable.
Advantages & Disadvantages:
·  A star topology is less expensive than mesh topology. 
· Each device needs only one link and one Input/output port to connect with other device. 

· The star topology is robust. 
· Entire network shuts down if there is a break in the hub/switch. 
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· BUS TOPOLOGY
A bus topology is a multipoint topology in which one long cable acts as a backbone to link all the devices in the network. If you need help remembering how the Bus Topology operates, think of it as the route a bus takes throughout a city. It is extremely important to note that both ends of the main cable need to be terminated. If there is no terminator, the signal will bounce back when it reaches the end. The result: a bunch of collisions and noise that will disrupt the entire network. A network tap is a hardware device which provides a way to access the data flowing across a computer network.
Advantages & Disadvantages
·  Easy to connect a computer to a bus topology . 

· Requires less cable length than a star topology 

· Ease of installation. 

· Uses less cabling than mesh or a star. 
· Entire network shuts down if there is a break in the main cable. 

· Terminators are required at both ends of the backbone cable. 

· Difficult to identify the problem if the entire network shuts down 
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· RING TOPOLOGY
In a ring topology, each device has a dedicated point to point connection only with two devices on either side of it. Note that since there is no end on a Ring Topology, no terminators are necessary. A frame(contain data) travels along the circle, stopping at each node(Computer). If that node wants to transmit data, it adds destination address and data information to the frame. The frame then travels around the ring, searching for the destination node. When it’s found, the data is taken out of the frame and the cycle continues.
Advantages & Disadvantages: 
· Easy to install and reconfigure. 

· Unidirectional traffic can be disadvantages. 

· Entire network shuts down if there is a break in the main cable 
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WWW (World Wide Web)

It is a collection of interconnected documents and other resources, linked by hyperlinks and URLs. In short, the Web is an application running on the Internet.[18] Viewing a web page on the World Wide Web normally begins either by typing the URL of the page into a web browser, or by following a hyperlink to that page or resource. The web browser then initiates a series of communication messages, behind the scenes, in order to fetch and display it.

The World Wide Web, abbreviated as WWW and commonly known as The Web, is a system of interlinked hypertext documents contained on the Internet. With a web browser(IE, Fire Fox etc), one can view web pages that may contain text, formatted text,  images, videos, animations and other multimedia(audio files etc) and navigate between them(web pages) by using hyperlinks. Without the World Wide Web, there would be no e-commerce. The invention of the web brought an extraordinary expansion of digital services to millions of computer users.

In short, the web makes nearly all the rich elements of human expression needed to establish a commercial marketspace available to nontechnical computer users world wide.

A webpage or web page is a document or resource of information that is suitable for the World Wide Web and can be accessed through a web browser and displayed on a computer screen.

A web browser is a software application for retrieving, presenting, and traversing information resources on the World Wide Web. An information resource is identified by a Uniform Resource Identifier (URI) and may be a web page, image, video, or other piece of content. Hyperlinks present in resources enable users to easily navigate their browsers to related resources.

 While the Internet was born in the  1960’s , The Web was invented in 1989 - 1991 when Dr Tim Berners-Lee and his associates at CERN Laboratories built on the ideas of several earlier authors and developed the initial versions of HTML, HTTP, a Web server, and a Web browser, the four essential components of the Web. 

Information being shared on the Web remained text-based until 1993,  Marc Andreesen and others at NCSA (National Center for Supercomputing Applications) created a Web browser with a graphical user interface called MOSAIC. This made it possible to view documents on the Web that included colored backgrounds, images, and primitive animations. 

The graphical web browser created the possibility of UNIVERSAL COMPUTING.

Universal Computing: the sharing of files, information, graphics, sound, video, and other objects across all computer platforms in the world, regardless of operating system(window, Linux, Unix).

As long as each operating system had a IE browser, the same web pages could be used on all the different types of computes and operating systems, this meant the no matter what kind of computer you used, anywhere in the  world, you would see the same web pages. 

In 1994 Andreesen and Jim Clark founded Netscape, which created the first commercial browser. In 1995 Microsoft released the first version of Internet Explorer and the Web began to take off.

· HYPERTEXT

Web pages can be accessed through the Internet because the web browser software on your pc can request web pages stored on an internet host server using the http protocol. 

Hypertext is a way of formatting pages with embedded links that connect documents to one another, and also link pages to other objects such as sound, video and information files. When you click on a graphic and a video clip plays, you have clicked on a hyperlink. 

Hypertext makes possible a dynamic organization of information through links and connections (called hyperlinks).

For example, when you CLICK a hyper link on a web page in your browser such as (http://www.google.com ), your browser send an http request to the sec.gov server requesting the home page of google. 

HTTP is the first set of letters at the start of every web address, followed by the domain name. The domain name specifies the organization’s server computer that is housing the document. Most companies have a domain name that is the same as or closely related to their official corporate name. The directory path and document name are two more pieces of information within the web address that help the browser track down the requested page. Together, the address is call a uniform resource locator, or URL. When typed into a browser, a URL tells it exactly where to look for the information. 

For example, in the following URL: http://www.ebay.com/content/features/contactus.html
http = the protocol used to display web pages. 

www.ebay.com = domain name

content/features = the directory path that identifies where on the domain web server the pages is stored

contactus.html = the document name and its format (an html page). 

Common Domain Extensions:

Known as general top – level domains, or gTLDs officially sanctioned by ICANN such as  

com(commercial use) , edu(for education), gov(government),mil(military), net(for network provider)

 org(organization),tel (telephone numbers and other contact information) ,Countries also have domain names, such as .uk, .pk etc. 

· MARKUP LANUGAES

A markup language is a set of markup tags. 
Although the most common web page formatting language is HTML, the concept behind document formatting actually had its roots in the 1960s WITH THE DEVELOPMENT OF Generalized Markup Language (GML). 
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STANDARD GENRALIZED MARKUP LANGUAGE (SGML)

In  1986, the International Standards Organization adopted a variation of GML called SGML. The purpose of SGML was to help very large organizations format and categorize large collections of documents. The advantage of SGML is that it can run independent o f any software program but, unfortunately, it is extremely complicated and difficult to learn. 

HTML(Hypertext Markup Language) -> HTML was designed to display data.
HTML (Hypertext Markup Language) is a relatively easy-to-use generalized markup language that provides a fixed set of markup "tags" that are used to format a Web page. It is used to set the style and page setup design for a document including designing text in a table format, positioning the tables, and  different text formatting options. 

HTML web pages can be created with any text editor, such notepad or wordpad , or any one of several web page development tools such as Frontpage, Dreamweaver, TinyHtml etc. 

<html>
<body>
<h1>My First Heading</h1>
<p>My first paragraph</p>
</body>
</html>
XML (eXtensible Markup Language)

XML was designed to transport and store data.  XML is a markup language much like HTML . XML was designed to carry data, not to display data .  XML tags are not predefined. You must define your own tags

If you need to display dynamic data in your HTML document, it will take a lot of work to edit the HTML each time the data changes. With XML, data can be stored in separate XML files. This way you can concentrate on using HTML for layout and display, and be sure that changes in the underlying data(in xml file) will not require any changes to the HTML.

With a few lines of JavaScript or using other language xslt, you can read an external XML file and update the data content of your HTML.

XML data is stored in plain text format. This provides a software- and hardware-independent way of storing data. This makes it much easier to create data that different applications can share.

A lot of new Internet languages are created with XML. 

· XHTML the latest version of HTML  

· RSS languages for news feeds

Maybe it is a little hard to understand, but XML does not DO anything. XML was created to structure, store, and transport information.

The note above is quite self descriptive. It has sender and receiver information, it also has a heading and a message body.

<note>
<to>Ahmed</to>
<from>Ali</from>
<heading>Reminder</heading>
<body>Don't forget me this weekend!</body>
</note>

The tags in this simple XML document, such as <note>, <to>, and <from> are used to describe data and information, rather than the look and feel of the document. XML is “extensible,” which mean the tags used to describe and display data are defined by the user, whereas in HTML the tags are limited and predefined.  Using XML business firms, or entire industries, can describe all of their invoices, accounts payable, payroll records, and financial information. Once describe, these business documents can be stored on internet web servers and shared throughout the corporation. 

But still, this XML document does not DO anything. It is just pure information wrapped in tags. Someone must write a piece of software (program as in javascript, xslt, xquery) to send, receive or display it. XSLT will be used to transform the XML document into XHTML (or HTML)

· Xquery  to xml as SQL to database for query the data. 

WEB SERVERS 

You already know that server is a computer attached to a network that stores files, controls peripheral devices, interfaces with the outside world – including the Internet – and does some processing for other computers on the network. 

But what is Web Server? Web server software refers to the software that enables a computer(WebServer) to deliver web pages written in HTML (or any other language that is embed within HTML like Jsp, asp, php etc)  to client computer on a network that request this service by send an HTTP request. Two leading brands of web server  software are

1. Apache which is free web server  software  -----------------50% of the market

2. Microsoft’s Internet Information Services (IIS)  ------------30% of the market

The term web server is sometimes also used to refer to the physical computer that runs web server software. Leading manufactures of web server computers include IBM, DELL etc. 

Although any personal computer can run Web Server software (Apache or other), it is best to use a computer that has been optimized for this purpose. 

To be a web server, a computer must have the web server software (Apache or other) described installed and be connected to the Internet. 

Of course, firms also can use web serves for strictly internal local area networking in intranets. 

Aside from responding to requests for web pages, all web servers provide some additional basic capabilities such as 

SECURITY SERVICES 

· Authentication – Verify that the person trying to access the site is authorized to do so. 

· SSL (Secure Socket Layer)  - For web sites that process payment transactions, the web server also support SSL, the Internet protocol for transmitting and receiving information securely over the Internet. When private information such as names, phone numbers, addresses, and credit card data needs to be provided to a web site, the web server uses SLL to ensure that the data passing back and forth from the browser to the server is not compromised. 

FTP (File Transfer Protocol)

This Protocol allows users to transfer files to and from the server. Using some ftp program such File Zilla   or simply typing ftp address of the site in Explorer(window explorer, IE, Firefox etc. ) i.e ftp://paperadspk.com

SEARCH ENGINE

Just as search engine sites enable users to search the entire web for particular documents. Web Server software enable indexing of the site’s web pages and content, and permit easy keyword searching of the sites content. The search term is compared to the index to indentify likely matches. 

DATA CAPTURE 

Web servers are also helpful at monitoring site traffic such as, 

	capturing  information who has visited a site
	how long the user stayed there

	the data and time of each visit
	Which specific pages on the server were accessed. 


This information is complied and saved in a log file, which can then be analyzed. 

Aside from  the generic web server software packages, there area actually many types of specialized servers on the web such as 

Database Server

That access specific information within a database. 

AD Server

Server designed to deliver targeted banner ads.

Mail SERVER

Server that provide email messages

Video Server

Server that serves video clips

· WEB CLIENT

Any computing device attached to the internet that is capable of mapping http request and displaying html pages.  The most common Client is a Windows or Macintosh computer.  However, the fastest – growing category of the web  clients are not computers at all, but cell phones and handheld PDAs. 

In general, web clients can be any device – including a refrigerator, stove, home lighting system, or automobile instrument panel – capable of sending and receiving information from Web servers. 

· WEB BROWSERS

Web browsers are software programs whose primary purpose is to display WebPages.  Most browsers support HTTP Secure and offer quick and easy ways to delete the web cache, cookies, and browsing history. Some   browser’s(like IE, FIRE FOX etc)  also supports Private Browsing, pop – up blocking  and tabbed browsing.  
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THE INTERNET AND THE WEB:  FEATURES (How E-commerce possible - web services)

  The Internet and the Web made e-commerce possible because they brought about an extraordinary expansion of digital services to millions of amateur computer users. The Web makes nearly all of the elements of rich human expression including color, text, images, photos, animations, sound, and video available, creating a unique environment in which to establish a commercial marketplace. Many of the Web's services and features support e-commerce, including. 

	1. E-mail
	2. Search Engine
	3. Intelligent Agents (bots)

	4. Instant Messaging (IM)
	5. Online Forum & Chat
	6. Streaming Media

	7. Cookies
	8. Cookies
	


It is interesting as you read along to compare these services to other traditional media such as television, radio, telephone or print media (newspapers , magazine’s , letters etc). If you do, you will quickly realize how rich the Internet Environment is.  

1. E-mail or Electronic Mail:

Since its earliest days, electronic mail, or email, has been the most used application of the Internet.  E-mail uses a series of protocols to enable messages containing text, images, sound, and video clips to be transferred from one Internet user to another. Because of its flexibility and speed, it is now the most popular form of business communication – more popular than the phone, fax or any postal services.

E-mail, for example, can be used as a very effective marketing tool. E-commerce sites can buy e-mail lists from various sources and collate(bring together) them with lists of their current customers to create a targeted advertising message that can be quickly and economically delivered and will produce a creditable response.  Email messages include commercial, personal, spam and junk etc. 

· Spam -- usually refers to advertising e-mails sent out randomly to generated e-mail addresses. 

· Junk e-mails --  are usually sent from sites which have a record of your e-mail address either because you have signed onto(sites) them using your e-mail as your userid, or because you have ticked the appropriate box(check box) on the web-site allowing them to use your e-mail address in this way.

· Inbox-- contains new incoming emails. 

· Sent-- A copy of messages you send are put into the Sent folder, if the Save to sent box is checked when you compose a message. 

· Drafts--  A place for storing messages that you haven't finished writing. If you're in the middle of writing a message and need to stop for some reason, click the Save button to put it into the Drafts folder. 

· Trash-- stores email that you have chosen to delete. When you delete email from a folder, it is put into the Trash folder. The messages are not truly deleted until you empty the folder. 

· Attachment – a file (documents, images, sounds or video clip) inserted within an email message. 

2. Search Engine(user web crawlers or spiders also called bots, automated programs )

Identifies web pages that appears to match keywords, also called queries, typed by the user and provides a list of the best matches.

 No one knows for sure how many web pages there really are. But obviously with so many web pages, finding web specific pages than can help you or your business, nearly instantly, is an important problem. The question is: how can you find the one or two web pages you really want and need out of the 50 billion indexed web pages? 

Search engines (Google, Yahoo, Altavista, Msn windows live search, AOL, ask.com ) solve the problem of finding useful information on the web nearly instantly. There are hundreds of different search engines in the world, but the vast majority of the search results are supplied by the top fine providers. 
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 Google currently searches about more than 50 billion web pages and stores information about those pages in its massive computer network located throughout the United States.

How it works: 
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4. Using Google’s PageRank

Google’s Web servers receive

the search request. Google uses
an estimated 500,000 to 1 million
PCs linked together and connected
to the Internet to handle incoming
queries and produce search results.

The search request is sent to
Google’s index servers, which
maintain data about the Web
pages that contain the keywords
matching the query, and the
location of those pages.




Altavista.com, one of the firs widely used search engines, was the first to allow “natural language queries such as “where is Pakistan” rather than “where + is + Pakistan”. 

Search Engine Marketing: 

Initially, few understood how to make money out of search engines, that changed in 2000 when GOto.com (Later overtrue.com) allowed advertisers to bid for placement on their search engine results, and Google followed suit in 2003 with its Ad Words program which allowed advertisers to bid for placement of short text ads on Google search results. The spectacular increase in Internet advertising revenues has helped search engines transform them selves into major shopping tools and created an entire new industry called “search engine marketing.” Search engine marketing has been the fastest – growing form of advertising in the US. 

When users enter a search term at Google, MSN Search, Yahoo, or any of the other web sites serviced by these search engines, they receive two types of listing: sponsored links, for which advertises have paid to be listed (usually at the top of the search results page) and unsponsored “organic” search results. In addition, advertisers can purchase small text ads on the right side of the search results page. 

In addition, search engines are extending their services to include maps, satellite images, computer images, email, calendars and group meeting tools.  Outside of email, search engines are the most common onlIne daily activity and produce the largest online audiences.

Search engines (Site Own Search) have also become a crucial tool on e-commerce sites, providing a method for customers to quickly locate the product category or a specific product they are looking for. 

3. INTELLIGENT AGENTS (BOTS)

Software programs that gathers and/or filters information on a specific topic and then provides a list of results for the user ranked in a number of ways, such as from lowest price to availability or to delivery terms. Intelligent agents were originally invented by computer scientists interested in the development of artificial intelligence (a family of related technologies that attempt to imbue computers with human – like intelligence). 

Many different types of intelligent agents or software robots are being used on e-commerce sites. For example, search bots are used to gather and filter information on Altavista.com; shopping bots such as MySimon.com search online retail sites and provide a list of the availability(in inventory or not) and pricing for products. For instance, you can use MySimon’s.com shopping bot to search for a Sony digital camera. The bot provides a list of online retailers that carry a particular camera model, as well as report about whether it is in inventory and the price and shipping charges. 

Another type of bot, called a web monitoring bot, allows you to monitor for updated material on the web, and will e-mail you when a selected site has new or changed information. 

News Bots will create custom newspapers or clip articles for you in newspapers around the world. Rss(Really simple syndication), is also a kind of automated program that send updates and news to subscribers, and is quickly becoming the most common type of web content monitoring tool. 

ChatterBots: INTELLIGENT AGENTS (COMPTUER PROGRAMS) that could converse with a customer over the telephone or the web either in text or voice modes. Some time called remote agents. Chatterbots were programmed to both recognize human speech and to respond with meaningful suggestions or questions. If you call a large bank, credit card provider, or your cell service provider, chances are good you will be encouraged to talk with a chatterbot. They are on duty 24/7, cost very little to operate and can answer many questions of consumers using natural language. Millions of transactions in the United States and Europe are handled by chatterbots every day. 
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4. Instant Messaging (IM):   

One of the fastest growing forms of online human communication is instant messaging (IM). IM send text messages in real time, one line at a time, unlike e-mail. E-mail messages have a time lag of several seconds to minutes between when messages are sent and received. IM displays lines of text entered on a computer almost instantaneously. Recipients can then respond immediately to the send the same way, making the communication more like a live conversation. 

To use IM, users identify a buddy list they want to communicate with, and then enter short text messages that their buddies will receive instantly (if they are online at the time). And although text remains the primary communication mechanism in IM, users can insert audio clips or photos into their instant messages, and even participate in video conferencing. Can also share files. 

The IM systems are AOL, YAHOO, GOOGLE TALK, SKYPE, MSN etc. Ebuddy.com even you are not installed major IM like (msn, yahoo, etc on your computer).  

Instant messaging has been added to some e-commerce Web sites as a method of accessing customer support personnel. 

5. Online Forum & Chat:

An online forum ( also referred to as a message board, bulletin board, discussion board, discussion group, or simply a board or forum) is a web application that enables internet users to communicate with each other, although not in real time. A forum provides a container for various discussions ( or “threads”) started (or posted) by members of the forum and depending on the permissions granted to forum members by the forum’s administrator, enables a person to start a thread and reply to other people’s threads. Most forum software allows more than one forum to be created. The forum administrator typically can edit, delet, move, or other wise modify any thread on the forum. In forum, member visit the forum to check for new posts Some forums offer an “e-mail notification” feature that notifies users that a new post of interest to them has been made. 

An online Chat(text, audio, video) is a common feature of many Web sites, particularly those that focus on building a community of like-minded users. EXAMPLE: Typically users log in to a “chat room” where they can communicate in real time.  Forum & Chat enables a group of Web site visitors to bond and network and keeps visitors coming back to a site. 

6. Streaming  Media:

Streaming media enables live web video, music, video, and other large bandwidth files to be sent to users in a variety of ways that enable the user to play back the files. 

Although the low bandwidth available during the early days of e-commerce limited the use of audio and video files, today video clips, Flash animations, and photographs are now fairly common on Web sites. Companies use these tools to demonstrate the use of their products, display product features, or simply to create interesting and eye-catching sites to which visitors will return. Audio marketing materials, customer reports, and discussions are also often used on Web sites as e-commerce tools. Streaming video ads are also becoming more commonplace. Sites such as Youtube, MetaCafe, and Google Video have popularized user – generated video streaming. Web advertisers increasingly use video to attract viewers. Streaming audio and video segments used in web ads and news stories are perhaps the most frequently used streaming services. As the capacity of the Internet grows streaming media will play an even larger role in e-commerce.  

7. Cookies:

 Cookies are a very important tool (technique) used by marketers to collect and store information about a user. These small text files are sent to the user's computer so that information from the site will load more quickly the next time they visit. The cookie can contain any information desired by the site designers. More importantly from the e-tailer's perspective, cookies can retain information about the customer such as the number of pages visited, products examined, and other detailed information about a customer's behavior. Cookies enable sites to recognize returning visitors and target specific customers with special offers and marketing messages. Cookies also can pose a threat to consumer privacy, and at times they are bothersome. Many people clear their cookies at the end of every day. Some disable them entirely using tools built into most browsers but maybe site did not opened correctly. Now browsers offer  for example “start private browsing “ in Mozilla and Inprivate browsing  in IE 8. Always open your site inprivate browsing mode when you are using Internet, to protect your privacy (bank account, debit card numbers etc).    

NEW WEB FEATURES AND SEVICES

Today’s broadband Internet Infrastructure has greatly expanded the services available, to users. These new capabilities have formed the bases for new business models. Digital content and digital communications are the two areas where innovation is most rapid.

1. BLOG (Weblogs)

A blog, or weblog, is a personal web page that is created by an individual or corporations to communicate with readers. Or A shared on-line journal where people can post diary entries about their personal experiences and hobbies. The act of creating a blog is often referred to as “blogging”. The blog may include a blog roll (a collection of links to other blogs. Most blogs allow readers to post comments on the blog entries as well.  Blogs are either hosted by a third-party site such as Bloger.com (owned by Google), LiveJournal.com, or wordpress.com or by the user’s ISP. In blogging require, no knowledge of HTML.    

2.  Really Simple Syndication (RSS)

Really Simple Syndication (RSS) program that allows users to have digital content(along with advertisements), including text, articles, news, blogs and podcast audio/video files, automatically sent to their computers over the Internet. An RSS aggregator software application that you install on your computer gathers material from the web sites and blogs that you tell it to scan and it brings new information from those sites to you. Most sites you link “Subscribe to RSS feeds”. RSS will display the most recent updates for each channel to which you have subscribed. 

Microsoft has included an integrated RSS reader in Vista. 

3. Podcasting

An audio or video file that is made available on the Internet for download and playback using a computer or a mobile device such as an Ipod. Most podcasts have RSS capability, which can automate the download process for the user. Major advertisers are looking at  podcasts as a new advertising channel. Microsoft has included podcast creation tools in Vista. 
4. Wikis

A wiki is a web application that allows a user to easily add and edit content on a web page. The term wiki derives from the “wiki wiki ” (quick and fast). The most well – known wiki is Wikipedia, an online encyclopedia that contains over 2million English – language articles on a variety of topics. The Wikimedia foundation, which operates Wikipedia, also operates a variety of related projects, including Wikibooks, a collection of collaboratively written free textbooks and manuals. Wkinews, a free content news source; and wikitionary, a collaborative project to produce a free multilingual dictionary in every language, with definitions, etymologies, pronunciations, quotations, and synonyms. 

5. New Audio Video Services

With the low bandwidth connections of the early Internet, audio and video files were difficult to download and share, but with the huge growth in broadband connections, 

6. Internet Telephony and Television

IP telephony:

A general term for the technologies that use VoIP and the Internet’s packet – switched network to transmit voice and other forms of audio communication over the Internet. 

VoIP (Voice Over Internet Protocol):

Protocol that allows for transmission of voice and other forms of audio communication over the Internet.

Internet Television(IPTV):

Use high – bandwidth Internet connections to deliver television programming to the home. 

7. Video Conferencing

Although video conferencing has been available for years, few have used it due to the cost of video equipment and telephone line rental fees. However, in recent  years, Internet – based video conferencing has begun to overtake traditional telephone – based systems. Internet video conferencing is accessible to anyone with a broadband Internet connection and a web camera. The most widely used web conferencing suite of tools is WebEx. VoIP companies such as Skype also provide  web conferencing capabilities.  
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